Evidence Artifacts

## Email Analysis

The following files were found on Thunderbird Profile:

|  |  |  |
| --- | --- | --- |
| **File Name** | **File extension** | **MD5 Checksum** |
| INBOX.msf | Mozilla Mork database, version 1.4 | 02713a86ad1d35ddc732e7b7e34a1462 |
| INBOX | ASCII text | 23f181d07b615d61482404f1f2f29b2e |

The following message could be recovered:

|  |
| --- |
| **To**: "jones.sally1993@gmail.com" <jones.sally1993@gmail.com> **From**: Biochemistry Campus IT Department <jason\_halloween@protonmail.com> **Reply-To**: Biochemistry Campus IT Department <jason\_halloween@protonmail.com> **Subject**: Important Security Update |
| Dear user,  We have been informed of a vulnerability on the workstations connected to our campus network. This vulnerability, which is tied to improper network configurations, has been rated "Critical". If left unattended, it is likely that your personal information will be leaked to third-parties.  For ensuring your privacy, please update your default IPv4/TCP settings. You may do so automatically by executing the patch located in the attachments of this message.  -- Sid Wilkes  Technical Support - Information Technology Department |
| **Attachments**: |